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Release Bulletin 

Accu-Gold 3 Software – Version 3.33 
 

We are pleased to announce the release of Accu Gold Software Version 3.33. 

This version brings significant improvements to the Accu-Gold+ series digitizers, 

Accu-Gold T3, and Accu-Gold Touch Pro instruments. Key updates are listed below  
 

New Features 
 

✓ Start AG3 with preselected profile 
Allows AG3 to launch with a predefined measurement profile already loaded. 
 

✓ Start AG3 with preselected manual settings 
Starts AG3 with user-defined manual settings applied from the beginning. 
 

✓ Generate hyperlink from profile setting 
Creates a hyperlink that opens AG3 with a specific profile loaded automatically. 
 

✓ Generate hyperlink from manual settings 
Generates a link that starts AG3 with defined manual settings for quicker setup. 
 

 
Improved Functionality 

✓ Improved support when Wi-Fi device connection fails 

✓ Saving of large measurement sessions enabled 

✓ Correct manual opens when Spanish language is selected 

✓ Accurate PPV calculation with Dynalyzer 

✓ Enhanced overall software stability 

✓ Correct trigger sensor information shown when loading sessions 

✓ DLP results now included in export template 

✓ Actual file name displayed instead of profile 

✓ Security improvement 

The Zip component in AG3 (which is primarily used to load and save sessions) 

was updated to enhance security (ref: https://nvd.nist.gov/vuln/detail/CVE- 

2024-48510)  

 
 

Kind regards, 
 
 
 
Mr. Daniel Bödeker 
Director PLM – Medical Imaging 
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